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1.0 Introduction

The HID® ActivID® Appliance provides versatile multi-factor authentication to secure access to critical infrastructures and services. The solution is highly flexible, with easy-to-define policies designed to simplify user authentication and enable organizations to deploy tailored authentication solutions to their users.

The Wallix® Bastion® is a modular solution providing Privileged Access Management (PAM) to control access, monitor activity and securely manage passwords.

While the Wallix Bastion ensures the security of privileged accounts and target applications, the primary user still remains a potential source of compromise. Wallix and HID ActivID propose a joint solution remove the human factor as the weakest link within the security chain.

1.1 Document Scope and Audience

This guide explains how to configure RADIUS strong authentication access to a Wallix Bastion host with ActivID Appliance 8.0.

It is intended for system integrator and administrators.

Architecture-related topics are out of the scope of this guide. For further information, contact HID Global.
2.0 Configuring the Wallix Bastion Host

This section explains how to configure the Wallix Bastion host for external authentication with the ActivID Appliance.

Prerequisites:
- You have installed and configured ActivID Appliance with the RADIUS Front End (RFE).
- You have installed and configured the Wallix Bastion host.
- You have configured the network connection and ports (RADIUS) between the Wallix Bastion host and the ActivID Appliance.

2.1 Create an External Authentication Host

1. Using a browser, connect to the Wallix Bastion host portal and log on as an administrator.

2. In the left menu, under Configuration, select External Authentication and click Add an authentication.
3. From the **Authentication type** drop-down list, select RADIUS.

4. Enter the required RADIUS server parameters (as defined on the ActivID Appliance).

5. If you are deploying HID Approve™ mobile push-based authentication, increase the **Timeout** to at least 45-50 seconds.

6. Click **Apply**.

   The ActivID Appliance RFE is listed in the External authentication configuration.
2.2  **Create a Test User on the Wallix Bastion Host**

1. In the left menu, under **Users**, select **Accounts**.

2. Click **Add a user**.
3. Enter the required user parameters (illustrated above as a minimum) and click **Apply**.

   The new user is displayed in the list of Accounts.
3.0 Configuring ActivID Appliance

This section explains how to configure a RADIUS channel on the ActivID Appliance and create the ActivID Appliance user.

3.1 Configure the RADIUS Channel

1. Using a browser, connect to the ActivID Management Console (https://<appliance-hostname>/aiconsole) and log on as an administrator with privileges allowing channel configuration (for example, ftadmin).

2. Select the Configuration tab (1) and, under Policies, select Channels (2).

3. Go to the end of the channel list (3) and click on the VPN Remote Access (4) channel to access the configuration.

2. Select the Configuration tab (1) and, under Policies, select Channels (2).

3. Go to the end of the channel list (3) and click on the VPN Remote Access (4) channel to access the configuration.
4. Select the **Channel Policy** tab.

5. Enter and confirm a **Shared secret** for the RADIUS channel.
   
   Your RADIUS Client on the Wallix Bastion host must use the same Shared secret.

6. Click **Add** to enter the IP address of the Wallix Bastion host as an IP authorized to access the RADIUS channel for RADIUS authentication.
7. Select the IP address option, enter the IP and CIDR subnet mask of the Wallix Bastion host, and then click Save.

8. In the channel configuration page, click Save.
3.2 Restart the RADIUS Front End

In order to apply the RADIUS configuration, you must restart the RADIUS Front End application.

1. Using a browser, go to the ActivID Console (https://<appliance-hostname>:1005) and log on as appadmin (the ActivID Appliance administrator).

2. Under **Appliance** (2) in the left menu, select **Dashboard** (3).
   
   Or, under **Configuration** in the left menu, select **Applications**.

   ![Dashboard screenshot](image)

   ![Dashboard actions](image)
3. Under the list of **ActivID Applications**, click **Restart RADIUS Front End** (4).

![Restart RADIUS Front End](image)

4. Click **OK**.

   The ActivID Appliance RFE is restarted and the status returns to the green check mark.
3.3 Create a New User on the ActivID Appliance

Prerequisites: You have created a new user on the Wallix Bastion host as described in section 2.2 Create a Test User on the Wallix Bastion Host on page 8.

1. Using a browser, connect to the ActivID Management Console (https://<appliance-hostname>/aiconsole) and log on as an operator with help desk privileges (for example, ftadmin).

2. Select the Help Desk tab (2) and, under Users, select Register User (3).
3. Under **Employees User Type**, select **Full Time Employees** (1) and then click **Select Group** (2).

4. Enter a **User ID** (1) (this is the only mandatory field) and click **Next** (2).
5. Click **Continue**.

6. Click **Next** without assigning a role to the user.
7. Select Create Password (1) (to create a static password authenticator) and click Next (2).

8. From the Authentication Policy drop-down list, select Employee Static Password (1) and click Next (2).
9. Enter and confirm a password for the user (for testing purposes, use *activ123*) and click **Next**.

10. Leave all default validity parameters and click **Save**.
11. Click Close.

12. To verify that the password was created, search for the user (1).

   The user’s details page is displayed.
13. Select the **Wallet** tab (2).

   In the Authentication Records list, the Employee Static Password authenticator is displayed and the active status is indicated by a green check mark.
4.0 Testing the Deployment

This section explains how to test the ActivID Appliance RADIUS authentication with the Wallix Bastion host.

1. Using a browser, connect to the Wallix Bastion host portal.

2. Log on as the test user.

   The Welcome page is displayed (the options and layout might vary depending on the user’s privileges).
• Verify the Syslog entry on the Wallix Bastion host for the successful user logon:

![Wallix Bastion System Logs](image)

• Check the Audit entry on ActivID Appliance:

1. Log on to the ActivID Management Console and search for the test user.

   ![ActivID Management Console](image)
2. In the user’s Identity tab, click **View Audit** to list audit entries associated with the test user.

   ![View Audit Image]

   - **Restrict search by Period**
     - TODAY
     - Last 7 days
     - Last 30 days
     - **Within the last** __days__
     - **Between** the dates ____ and ____.__
   - **Audit Log Search Criteria**
     - **Over Channel**: Any

   **Audit Records**
   - **Record ID**: 1.1.22
     - **Message**: indirectPrimaryAuthenticateDevice
     - **Status**: SUCCESS
   - **Record ID**: 1.5.74
     - **Message**: indirectPrimaryAuthenticateDevice
     - **Status**: SUCCESS

3. Select the audit record entry corresponding to the successful logon to the Wallix Bastion host.
   The SUCCESS status indicates the positive authentication.

4. Click the entry name in the **Record ID** column to view audit entry details.
The IP address of the Wallix Bastion host is displayed in the audit entry details.